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I. WELCOME 

 

Thank you for purchasing our product. We hope to guide you through all the aspects of the 

module installation and the module setup within this document (All screenshots are taken 

from Prestashop 1.7). But if you have any questions that are beyond the scope of this 

documentation, please feel free to contact us. 

 

II. INTRODUCTION 

 

The General Data Protection Regulation (GDPR) comes into effect on May 25th and aims at 

unifying regulations related to data privacy policies in the European Union. This text 

reinforces people’s rights and imposes new accountability logic on entities involved by 

requiring them to take the necessary, appropriate measures to ensure a suitable level of 

security when processing personal data.  

Given the extent of these concepts and the fact that you are running an e-commerce 

business, it is highly likely that you process personal data. Also, GDPR affects not only every 

European company but also companies located outside of Europe which collects European 

citizens’ personal data. Needless to say that no merchant can avoid it and store compliance 

upgrade is not an option. 

Our GDPR module is available from your back office and is here to provide some privilege 

for your customers. In short, they will have: 

• The right to access their personal data; 

• The right to data portability; 

• The right to obtain modification and/or erasure of their personal data; 

• The right to give and withdraw consent. 
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For you, the law demands to keep a record of processing activities such as access, consent, 

and erasure. 

Understanding that important demand, we spent a lot of time to research and develop 

"GDPR” - a Prestashop module that allow you to add Info box on your site, advising your 

customers about the GDPR. It also asks your visitors to give their consent when submitting 

personal information on your website and helps your store meets all the General Data 

Protection Regulation requirements. 

* “GDPR” is compatible with Prestashop 1.6.x, Prestashop 1.7.x and PrestaShop 8.x 

 

III. INSTALLATION 

 

1. Navigate to “Modules / Modules & Services”, click on “Upload a module / Select 

file” 

 

 

2. Select the module file “ets_gdpr.zip” from your computer then click on “Open” to 

install  
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❖ Click on “Configure” button of the module you just installed to open the module’s 

configuration page. 

 

 

IV. CONFIGURATION 

 

From your installed module list (Located at “Modules/Modules & services/Installed 

modules”), find “GDPR” then click on the “Configure” button to open its configuration 

page. 
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From Configuration page, you will see these tabs below which will be used to manage 

“GDPR”: 

❖ Deletion requests ❖ Customer privileges 

❖ GDPR notification ❖ Email alerts 

❖ Access logs ❖ General settings 

❖ Statistics 

 

1. GDPR notification  
 

1.1. GDPR notices 

By default, “GDPR” presents visitors with this welcome pop-up banner on the bottom of 

homepage. You can change the banner position latter in “Popup settings” sub tab. 
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When customers click on “View more details” label, a pop-up presenting GDPR notices will 

display to them. 

Now let’s create your first GDPR notification popup. 

❖ Navigate to “GDPR Notification” > “GDPR notices”. 

❖ Click on the “+” icon 

❖ Fill in the blanks. Every field with red asterisk mark is compulsory. 

❖ You can specify the customer groups that you want to display this GDPR notice to by 

checking the check boxes. By default, all the customers will see your notice. 

❖ When you are ready, click “Save”. 
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Here is the notice box will be shown to your customers. They can accept or refuse your 

privacy and policy. 

 



9 
 

In “GDPR notices” tab, you can manage all the notices you made.  

❖ To edit any notice, click the “Edit” button.  

❖ To delete any notice, choose “Delete” in the drop down menu. 

❖ To refresh the entire list, click the refresh icon on top of the list. 

 

When you have 2 notices and more, you can sort the display order of each notification by 

dragging the quad arrow icon. 

 

1.2. Popup settings 

Remember the pop-up banner we showed you at the start? Here at this tab, you can 

modify this banner easily. 

❖ Welcome message: adjust the content of pop-up banner. 

❖ Acceptance button label: you can change the label and display/hide the acceptance 

button. 
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❖ You can also modify the label of “Do not accept” button and “View more info” link 

and pick a color for “View more info” text. 

 

❖ Visual adjust: 

o The background and button text color of acceptance button could be 

adjusted to be suitable with your website theme.  

o You can display the order of GDPR notices by turning on the “Number GDPR 

notices” option. You can also modify background color and text color of the 

numbers. 
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o Welcome message: you can adjust welcome message’s background color, 

text color, background opacity and its position. 
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❖ Warning message: you can modify the messages appear on personal data page and 

data deletion page. 
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Your customer will see them from their “Manage personal data” area in “Your account” 

page. 

 

 

❖ Other options: 

o You can ask for GDPR consent when your customers register new accounts 

by checking the checkbox. Feel free to adjust the checkbox label. 

o GDPR notice title: by default, we set it as “Our privacy and policy”, but you can 

change it as you desire. 

o Before and after GDPR notices, you can display a general notice. Modify them 

by filling the text boxes below. 
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o Redirect URL: insert an URL to redirect customers if they decline to accept 

your GDPR notices.  

 

1.3. Data usage policy button 

In front office, it appears on the top of your website. 

 

This button can navigate your customers to a separate usage policy page or display GDPR 

notices by pop-up.  You can enable/disable this button or adjust the button title. 



15 
 

 

1.4. Messages 
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Our module allows you to modify GDPR notice messages which will be displayed on 

different positions. You can also switch on/off “View more” button to show the link to your 

detail Privacy Policy page. 

 

2. General settings 
 

❖ You can choose when to display GDPR acceptance request message: the moment a 

customer comes on website and/or when customer registers new account, etc. 

❖ Another option is deciding which groups of customer can see the GDPR acceptance 

request. By default, “GDPR” will display request to every customer groups. 

❖ You may turn off the request message if a registered customer has consented the 

notice in the past.  

 

 

❖ What to do when customers ask for a deletion of their data: you can select “Delete 

the data completely” or “Update the data with “Undefined” value”. 



17 
 

 

❖ If you enable the option “Ask customer to send an approval request to admin 

for any deletion of data”, when a buyer makes a deletion request, this request will 

appear in “Pending requests” sub tab of “Deletion requests” tab. If you disable 

the former option, your customers can erase their data any time without your 

approval.  

 

When there is a deletion request appears, you will receive an email: 

 

 

❖ Save login log: you can choose to save your customers’ information about their 

connection time and IP addresses. These data will appear in “Access logs” tab. 
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❖ Save data modification logs: 

 

❖ Withdraw request: turn on this option to allow your customers to take back their 

deletion requests. You can find the withdraw requests in “Deletion requests” tab. 

 

 

3. Deletion requests 
 

3.1. How can your customer send deletion request? 

 

❖ Navigate to “Your account” page. Select “Manage personal data” section. 
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❖ Move to “Delete my data” tab. Check on the kinds of data they want to delete. After 

entering password to confirm the deletion of data, click “Send data deletion 

request” button. 

 

❖ As introduced in “General settings” tab, if you enable “Ask customer to send an 

approval request to admin for any deletion of data” option, your customers will have 

to wait for your decision. During this waiting time, they can withdraw their request. 
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3.2. And how can you manage deletion requests? 

 

In “Deletion requests” tab you will see 4 sub tabs: 

❖ Pending requests: the deletion requests are waiting for your approval. 

❖ Approved requests: the requests you approved. 

❖ Declined requests: the requests you declined.  

❖ Withdraw requests: the withdraw requests your customers made. 

 

 

For each pending request, you can choose one of these following actions: 

❖ Preview data before deletion. 

❖ Download PDF: you can download the customer’s personal data to your computer. 
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❖ Approve/Decline the request. 

❖ Send an email to customers to ask for more detail before approving or declining 

their request. 

 

If you approve an “Entire account data” deletion request, information of this customer 

will be erased from your database and you will see “Customer deleted” label. On the other 

hand, if your customers want to delete some parts of their data, after you approving, they 

will not see these information on their “Manage personal data” area anymore. 

 

3.3. Export requests 
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If you want to create a backup data of your website, GDPR enables you to export all the 

requests in just one click.  

 

 

4. Customer privileges 
 

❖ View personal data that is being shared: you can select what kind of data will be 

displayed to your customers and enable them to view them or not.  

 

❖ Delete personal data: turn on/off this option to allow your customers to delete their 

personal data. 
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For example, here is the personal data of a customer in “Your account” page. 
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❖ Data can delete: you can allow which types of data your customers may request to 

delete. 

 

❖ Change subscription status: by default, “GDPR” enables your customers to 

subscribe or unsubscribe to newsletter and your partner offers in the “Manage 

personal data” section.  
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❖ You can also enable your customers to download their personal data in the front 

office. 

 

 

5. Email alerts 
 

❖ Notification email: you can choose to send an email to your customers when their 

accounts are modified by admin and/or by themselves. You can also send alarm 

email to customers when their accounts are logged in. 
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❖ You can turn on or off “Send an email to admin when customer submits a deletion 

request” option: when a buyer makes a deletion request, you will receive a 

notification email. 

 

❖ You can send a notification email to customers when they delete data or not. If you 

switch this option on, you can adjust the email subject and its content. 

 

❖ You can also send notification email to customer when decline a data deletion 

request.  
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6. Access logs 
 

❖ Data modification log: You may track down any modify action from your customers. 

 

To check which data was modified, click the “Details” button. 
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❖ Log in log: Tracks your customers’ time of login, IP address and browser user agent. 

 

When there are more than 2 rows on the list, you can select multi records by select the 

options from “Bulk actions” drop down menu. 

 

Your customers can also know about these logs from their “Manage personal data” area. 
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7. Statistics 
 

Accept Privacy policy chart: our module gives you an overview about the number of 

customer accepted or declined your Privacy policy. You can select different time conditions 

to get the result for particular time. 

 

Accept Privacy policy logs: GDPR also saves the information whenever a customer 

accepts or declines privacy policy, including: IP address, web browser, date, location, etc. 
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V. THANK YOU 

 

Thank you again for purchasing our product and going through this documentation. We 

hope this document is helpful and efficient in the complete setup of your website. 

If you do have any questions for which the answer is not available in this document, please 

feel free to contact us. 


